
KYOCERA CentraQ Pro is a robust print optimization solution 
that ensures secure and advanced document printing, while 
helping businesses to achieve cost-saving and environmental 
sustainability goals. 

>	 	Reduces costs associated with unnecessary printing
>	 	Mitigates security concerns of printed pieces left unattended  

at the device
>	 	Supports green office initiatives
>	 	Tracks usage to right-size printers accordingly 

MOVING INFORMATION SECURELY AND EFFICIENTLY.

Your business depends on the continuous movement of information; 
managing your enterprise printing is critical to its success. Controlling 
costs, optimizing processes, and ensuring secure communications impact 
both your bottom line, as well as your ability to service your customers. 

KYOCERA’s print optimization solutions, CentraQ Pro and CentraQ 
maximize your hardware investment, providing the strength and 
functionality to gain control over data and printing costs while  
helping your employees work faster and more efficiently. CentraQ Pro  
is a powerful business application that brings cost-effective print 
management to your organization. It helps your business reduce printing 
costs by tracking usage, and supports environmental sustainability 
programs while keeping information securely protected. In addition, 
CentraQ Pro provides your administrators with the raw usage data 
they need to develop a transformative action plan to boost your print 
optimization initiatives.

Advanced tracking capabilities across your organization’s networked 
KYOCERA MFPs and printers helps administrators better manage their 
fleet to reduce costs and improve productivity. CentraQ Pro’s usage 
tracking and cost accounting capabilities provide administrators the 
ability to see how much each department, user and device is costing the 
organization. This enables potential savings to be identified so realistic 
budgets can be set and managed. In addition, CentraQ Pro’s secure print 
and QR code job release capabilities ensure confidentiality of documents 
sent to the device.

KYOCERA’S CentraQ Pro ENABLES USERS TO IMPROVE 
DOCUMENT SECURITY AND GAIN CONTROL OVER DATA 
AND PRINTING COSTS.

MANAGING CRITICAL 
PROCESSES.
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At the MFP control panel, the user has the ability to view, print and keep, print and 

delete or just delete the job from the server.

CentraQ Pro BENEFITS

>	 	Supports KYOCERA HyPAS-enabled MFPs and ECOSYS printers 
>	 	Allows users to release print jobs from any enabled MFP or printer 

on the network* 
>	 	Helps protect confidentiality of documents 
>	 	QR code job release capability 
>	 	Reduce cost associated with paper and toner supplies 
>	 	Integration with HID card readers for secure job release 
>	 	Simplified reporting capabilities to assist with job tracking and 

usage reports
*Printers do not support PIN codes. They require a proximity card or QR code  
and smartphone.

SYSTEM REQUIREMENTS
PRINT SERVER
Supported Operating Systems
Windows Server 2008 (32 and 64bit), Windows Server 2008 R2, 
Windows Server 2012, Windows Server 2012 R2

Hardware Requirements
2 GHz or faster processor (An i5 processor with at least 2 cores is 
recommended), 2GB of RAM. 4 GB RAM (Recommended), 5 GB of 
available hard disk space.

Supported Driver
KX Driver 6.0 and 6.1, Printer language: PCL-XL

DATABASE SERVER
Supported MS-SQL Servers
Microsoft SQL Server 2008 (SP1, SP2 and SP3), (32 and 64bit), 
Microsoft SQL Server 2008 R2 (SP1, and SP2), (32 and 64bit), 
Microsoft SQL Server 2012 (SP1 and SP2) , (32 and 64bit), Microsoft 
SQL Server 2014 (SP1, SP2 and SP3)

Supported Active Directory Servers
Microsoft Exchange Server, Microsoft Active Directory Server

Supported Protocols
LDAP V3, SSL/TLS 

PRINT CLIENT
Supported Operating Systems
Windows Vista (32 and 64bit), Windows 7 (32 and 64bit), Windows 8 (32 
and 64bit), Windows 8.1, Windows Server 2008 (32 and 64bit), Windows 
Server 2008 R2, Windows Server 2012, Windows Server 2012 R2

Hardware Requirements
1 GHz or faster processor, 512 MB of RAM, 500 MB of available hard 
drive space

HyPAS®
KYOCERA’s HyPAS (Hybrid Platform for Advanced Solutions) is a powerful and scalable software solution platform. 
Through direct enhancement of the MFP’s core capabilities, to the integration with widely accepted software 
applications, HyPAS will enhance your specific document imaging needs, resulting in improved information sharing, 
resource optimization and document workflows.

HOW IT WORKS
CentraQ Pro and CentraQ allows users to send files to a print server, 
which can then be accessed from any designated printer or MFP on 
the network, where they are held in queue until released by the user 
for output. The application supports USB or Ethernet-connected card 
readers allowing users to quickly access secured jobs via their HID 
cards. On HyPAS enabled models, print jobs can also be released 
by entering a secure PIN at the device’s control panel. A network-
connected smartphone equipped with a QR code scanner application 
can be used to easily view and release secured jobs on any supported 
KYOCERA MFP or Printer. 

Should your business require it, CentraQ Pro also facilitates 
the management of copy, scan and fax activities, requiring user 
authentication at the device’s control panel prior to use. The 
application’s flexible capabilities allow network administrators to 
custom configure authorization policies by individuals or groups. 

CentraQ BRINGS DEVICE MANAGEMENT TO SMALL BUSINESSES
Designed for organizations that require document security, CentraQ 
provides secure job release functionality to minimize the risk of 
unauthorized access to confidential documents left at the device.


